
 

 

 

APMI India <apmi@apmiindia.org> 
 

Dec 16, 2024, 10:07 AM

 

To: The Compliance Officers of APMI Members + Compliance Officers of APMI Non-
Members + Portfolio Managers not registered with APMI. 
 
Good Morning All, 

SEBI has introduced the Cybersecurity and Cyber Resilience Framework (CSCRF) $ for SEBI 
Registered Entities (REs). This framework aims to ensure that SEBI RE's maintain a strong 
cybersecurity posture, implement effective resiliency measures, and are equipped to 
effectively withstand, respond to, and recover from cyber threats. 
 
To support the preparation of an FAQ on the CSCRF Circular, we invite your queries, 
feedback, and inputs through the link below. Your support will help us engage with the 
regulator and include relevant clarifications in the FAQ. 

 Survey Link: https://docs.google.com/forms/d/11F_UKiJ5WaGaL4AC-
qltXIbctM2S6YiImTPmThnRvSw/edit 

Considering the regulator's deadline, we kindly request you to submit your responses by 
eod Tuesday, 17th Dec' 2024. 
 
Thanks & Warm Regards 
Association of Portfolio Managers in India 
Contact us at: https://www.apmiindia.org/apmi/contactus.htm 

$ References: 

1. CSCRF Circular: https://apmiindia.org/storagebox/images/Circulars/Cybersecurity
%20and%20Cyber%20Resilience%20Framework%20for%20SEBI%20Regulated%20
Entities-%2020th%20August'24.pdf 

2. Communication from 
APMI: https://apmiindia.org/storagebox/images/Circulars/APMI-
%20Update%20on%20SEBI%20CSCRF%20Circular.pdf 

3. APMI Compliance Sutra Session (APMI Members) conducted on 5th Sept'24 
4. APMI Compliance Sutra Session (APMI Members) conducted on 20th Sept'24. 
5. Session with the BSE MSOC Team on 6th Nov'24.  
6. APMI Compliance Sutra Session (APMI Members) conducted on 9th Dec'24. 

 


